ENABLING
SECURE

SHARING
MOBILITY

0 vaultize



Vaultize is a leading provider of unified, secure file sharing and mobility
platform that enables enterprise IT to deliver data security, efficiency
and control. At the core of Vaultize's offerings is the highly-secure
Unified Platform that provides file sync/share and data mobility for
enhanced collaboration and improved productivity, together with

endpoint protection offering end-to-end security
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Vaultize’s vision is to
enable every
enterprise to embrace

data mobility and
sharing without
having to compromise
on data security or IT
control

data loss/theft.
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END-TO-END
ENCRYPTION

Vaultize helps enterprise IT mitigate risk of data loss, control data on the
move, and comply with internal and/or external policies and regula-

Enabling Endpoint Flexibility: Vaultize protects data on the move with
AES 256-bit encryption for utmost data security, and enables compres-
sion and de-duplication-at-source for greater bandwidth and storage
efficiencies. Vaultize deploys automated data loss protection in case of

Enabling IT Control: Vaultize provides web-based centralized adminis-

Funded by Tata Capital Innovations Fund,
Vaultize is a privately held company with
offices in US, UK, India, Singapore and
Middle East.

The company was founded in 2010 by
Anand A. Kekre and Ankur Panchbudhe -
both with extensive leadership experience
across data
protection and storage and is led by a

enterprise-class  security,

high-caliber executive team across sales,
support and development.

trator console to manage users/groups, policies and devices. Granular
control allows for deeper visibility through monitoring and reporting,
and enforcement of organizational policies.
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VAULTIZE

TRENDS CHALLENGES SOLUTION

Data
Mob

* Decentralization of data
e Critical data residing in endpoints
* Endpoints are not secured or protected

* Managed data mobility
e Data loss protection

1114%

& BYOD * Risk of data loss to third-party * Secure backup

File

Sync-n-Share
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¢ IT losing control over data e Secure file sharing

¢ High risk of data loss * VPN-free anywhere access
e Consumer-grade sync-n-share e Data privacy

Enterprise mobility has entered mainstream throwing all prevailing security protocols out of gear. Business
critical information are beyond firewalls, and are constantly being accessed and shared through multiple end
user devices. In addition to data security, visibility and control over the mobile data are major concerns for data
managers. Vaultize offers comprehensive, end-to-end mobile security framework by addressing the three basic
tenets of robust mobility: security, efficiency and control.

Vaultize enforces end-to-end data security: Even before the data leaves an endpoint, it is encrypted
using military-grade (AES-256 bit) encryption, thus making it as secure as VPN. In addition, endpoint
encryption does not allow access to data by any unauthorised person. If case of devices lost or
stolen, IT administrators can enforce data control and wiping features from remote locations to
selectively erase corporate data.

Security

Vaultize's patent-pending de-duplication and compression at-source significantly reduce storage,
network bandwidth usage by as much as 90%. With Vaultize, it is now easy to share large files
without FTP, or large size email attachments. Vaultize generates a web link (URL) which can be
secured through a password and auto-expiry. Through creative algorithms, Vaultize allows data to

be additionally secured through geo- and IP- fencing for selective access.

Efficiency

~ Vaultize provides data managers with comprehensive management and control over mobile
devices. Data Privacy is an innovative approach through which Vaultize lets enterprises retain the full
control over encryption keys to help them eliminate concerns related to data privacy, sovereignty
and protection. Vaultize’s patent-pending Data Protection technology is the only solution that does

Control

not store encryption keys on any infrastructure that the customer does not control.




083 Patent-Pending

Secure Access,
Mobility and Sharing =% De-Duplication And

without VPN e Encryption At Source
oz Remote Visibility & )J Flexible Deployment
==“ Control Over Mobile Via Public Clouds Or

Data On-Premise Options

Unified Platform that provides comprehensive
management control for data managers who wish to
embrace data mobility and file sharing

* The most secure military-grade encryption technology
now made available for data security only by Vaultize

* Backed by unmatched technology expertise and
leadership experience of founders and senior
management staff

Recognized as a leader in the enterprise mobility and
file sharing segment by customers across 30 countries

SOME OF OUR
CLIENTS

DDB Mudra Group TVS Motors QuickHeal
Tata AIA Insurance KWE Vantage
Bhabha Atomic Research Center (BARC) PACBLU Arvind

RPG Group Rhode Island Public Defender (RIPD) Hiranandani Real Estate

India: +91 22 6671 2764 | Singapore: +65 6224 1009
Dubai: +971 4361 7134

US: +1 212 880 6400

UK: +44 203 327 1247

sales@vaultize.com | www.vaultize.com
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